
Twitter 

Why can Twitter be dangerous 

Twitter can be dangerous for many of the same reasons as Facebook. Sharing too much information about 

yourself makes you more vulnerable to attacks such as social engineering and physical break-ins. 

Furthermore, ‘link shorteners’ in Twitter have misdirected people to malicious websites. So always take care 

before clicking a shortened link. If it looks suspicious go to the official website that the link should take you to, 

and access it from there. 

To make yourself less vulnerable either delete your Twitter account or improve the privacy settings. 

How to delete Twitter 

1. Just like Facebook, you must be signed in on a computer or laptop to change the settings. 

If you’re on a mobile device request the desktop version via a browser settings (e.g. chrome, Firefox or 

internet explorer). Click the three dots in the top right and select request desktop site. 

 

 

2. First go to settings by clicking on your picture, then settings, then privacy 

 

 



 

 

3. Scroll to the very bottom and click deactivate your account 

 

4. Confirm you want to deactivate your account and enter your password 



 

 

  



Making Twitter private 

1. Go to settings and then privacy and safety 

2. Copy the settings below and click delete location information  

3. Click the save changes at the very bottom of the page. 

 

 

---End--- 

 


